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1	 introduction

1.1	 this	code	

(a)	 this	code	has	been	prepared	by	the	member	banks	of	the	new	Zealand	
Bankers’	association	and	is	effective	from	1	July	2012.	it	replaces	the	
code	of	Banking	Practice	which	took	effect	from	1	July	2007.	compliance	
by	participating	banks	with	the	code	is	considered	by	approved	dispute	
resolution	Schemes	through	complaint	investigations	undertaken	from	time	
to	time.	Formal	review	of	this	code	by	participating	banks	will	be	commenced	
within	three	years	of	the	effective	date.	consultation	with	the	public	(including	
interested	organisations)	will	take	place	during	the	review	process.	changes	to	
banking	practice,	technology	and	legislation	may	also	justify	an	interim	review	
and	amendment	of	the	code.

(b)	 in	this	code	“we”,	“our”	or	“us”	means	your	bank,	“you”	or	“your”	means	you	
the	customer.	

(c)	 this	code	records	good	banking	practices.	we	agree	to	observe	these	
practices	as	a	minimum	standard.	this	code	is	not	a	complete	record	of	our	
relationship	with	you,	as	specific	products	and	services	may	have	their	own	
terms	and	conditions.	these	terms	and	conditions	may	include	additional	
rights	and	obligations	for	both	you	and	us.	this	code	does	not	alter	or	
replace	those	terms	in	any	way.	

(d)	 we	will	ensure	that	our	staff	are	aware	of	the	code	and	the	minimum	
standards	of	good	banking	practice	that	are	relevant	to	their	area	of	work.	
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(e)	 other	codes,	acts	of	Parliament,	or	internationally	accepted	banking	
standards	or	practices	may	apply	to	products	and	services	sold	by	us	directly	
or	on	behalf	of	another	party.	we	shall	comply	with	all	our	legal	obligations	
including	those	statutes	listed	under	clause	11.2.	

(f)	 this	code	applies	to	our	relationship	with	all	our	customers	other	than	our	
wholesale	customers.

(g)	 in	the	appendix	to	the	code	you	will	find:	

(i)	 a	glossary	defining	a	number	of	terms	used	in	this	code;	and	

(ii)	 a	list	of	the	principal	legislation	and	that	may	affect	services	provided	
by	banks	in	new	Zealand.	

(h)	 copies	of	this	code	are	available	at	all	Branches,	on	bank	websites,	and	
on	request	from	us.	they	are	also	available	from	the	new	Zealand	Bankers’	
association.	the	contact	details	for	the	new	Zealand	Bankers’	association	are	
as	follows:	

New Zealand Bankers’ Association 
Level	14,	kordia	house,	109	-	125	willis	Street	
Po	Box	3043,	weLLinGton	6140

telephone:	(04)	802	3358	
website:	www.nzba.org.nz

1.2	 Governing	Principles	and	objectives	of	the	code

(a)	 the	purpose	of	the	code	is	to:

(i)	 record	and	communicate	to	you	the	minimum	standards	of	good	
banking	practice	that	we	will	observe;	and	

(ii)	 maintain	good	bank/customer	relationships	and	communication.	

(b)	 in	order	to	achieve	these	objectives	we	will:	

(i)	 comply	with	the	provisions	of	this	code;	

(ii)	 provide	you	with	timely	information,	using	plain	language	where	
we	can,	to	help	you	understand	how	your	accounts	and	products	
or	services	operate,	so	that	you	can	decide	whether	they	are	
appropriate	to	your	needs;	

(iii)	 use	our	best	endeavours	to	make	sure	that	our	banking	systems	and	
technology	are	secure;	and	

http://www.nzba.org.nz
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(iv)	 act	fairly	and	reasonably	towards	you,	in	a	consistent	and	ethical	
way.	what	may	be	fair	and	reasonable	in	any	case	will	depend	on	the	
circumstances,	including	our	conduct	and	yours.	

(c)	 we	will	recognise	the	needs	of	elderly	and	disabled	customers	to	have	
access	to	banking	services	and	we	will	use	our	reasonable	endeavours	
to	enhance	access	to	those	services	for	these	customers.	in	interpreting	
reasonable	endeavours	for	the	purposes	of	this	clause	we	will	be	guided	by	
the	definition	of	reasonable	accommodation	as	contained	in	the	glossary.

(d)	 Please	ask	us	for	clarification	if	you	do	not	understand	any	of	the	information	
that	we	provide.	

(e)	 You	may	want	to	seek	independent	legal	or	other	professional	advice	relating	
to	the	products	and	services	we	provide.	we	will	co-operate	with	your	
advisers	and,	on	request,	supply	the	information	they	will	need	to	advise	you	
properly.	

1.3	 dealing	with	complaints	and	dispute	resolution	
Schemes

Dealing with Complaints 
(a)	 if	you	want	to	make	a	complaint,	you	should	first	inform	us	of	the	complaint.	

we	will	offer	free	complaints	review	procedures	for	handling	complaints	
about	any	of	our	products	and	services.	the	Financial	Service	Providers	
(registration	and	dispute	resolution)	act	2008	also	requires	financial	service	
providers	to	belong	to	an	approved	dispute	resolution	Scheme	such	as	the	
Banking	ombudsman	Scheme.

(b)	 if	you	have	made	a	complaint	about	our	products	or	services:	

(i)	 we	will	acknowledge	to	you	we	have	received	your	complaint	within	
five	business	days	of	our	receipt	of	your	complaint;	

(ii)	 we	will	undertake	a	review	under	our	own	internal	complaints	
procedures;	

(iii)	 if	you	are	dissatisfied	with	our	decision,	we	will	inform	you	(usually	
in	our	final	response	to	you)	that	you	may	refer	your	complaint	to	
our	approved	dispute	resolution	Scheme	for	further	consideration,	
and	we	will	also	provide	you	with	the	contact	details	for	that	dispute	
resolution	Scheme;	and
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(iv)	 the	dispute	resolution	Scheme	may	then	independently	review	your	
complaint	and	make	a	recommendation.	

(c)	 our	internal	complaints	procedures	will:	

(i)	 be	documented;	

(ii)	 be	accessible	to	you;	and	

(iii)	 provide	for	the	timely	resolution	of	complaints	in	a	fair	and	reasonable	
manner.	

(d)	 Brochures	relating	to	our	complaints	procedures	and	the	dispute	resolution	
Scheme	of	which	we	are	a	member	will	be	on	display	in	all	of	our	Branches.	
our	complaints	procedures	will	also	be	available	on	our	websites	and	on	
request	from	us.	

Dispute Resolution Schemes
(e)	 Banks	subscribing	to	this	code	also	belong	to	a	dispute	resolution	Scheme.	

the	primary	purpose	of	the	dispute	resolution	Scheme	is	to	review	and	
recommend	ways	to	resolve	your	disputes	that	remain	unresolved	after	
consideration	under	your	bank’s	internal	complaints	procedures.	details	of	
the	dispute	resolution	Scheme	of	which	your	bank	is	a	member	are	available	
from	your	bank.	if	your	bank	is	a	member	of	the	Banking	ombudsman	
Scheme,	details	of	that	free	scheme	are	available	from	us	or	from	the	
Banking	ombudsman.	the	Banking	ombudsman	may,	where	appropriate,	
refer	complainants	to	other	organisations	such	as	the	insurance	and	Savings	
ombudsman,	the	Privacy	commissioner	or	the	human	rights	commissioner.	
contact	details	for	the	Banking	ombudsman	are	as	follows:

Office of the Banking Ombudsman
Level	11,	BP	house,	20	customhouse	quay
Po	Box	10	573,	the	terrace	
weLLinGton	6011

Freephone:	0800	805	950	
Fax:	(04)	471	0548		
email:	help@bankomb.org.nz	
website:	www.bankomb.org.nz

mailto:help@bankomb.org.nz
http://www.bankomb.org.nz
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2	 communication

2.1	 customer	Privacy

(a)	 we	have	a	strict	duty	to	protect	the	confidentiality	of	all	our	customers’	
and	former	customers’	affairs.	we	are	also	obliged	in	our	dealings	with	our	
personal	customers	to	observe	and	comply	with	the	Privacy	act	1993.	

(b)	 when	you	are	dealing	with	us	we	may	ask	you	to	prove	your	identity.	this	
helps	us	protect	your	property	and	information.	

(c)	 we	will	endeavour	to	ensure	that	your	information	that	we	hold	is	accurate.	
Prompt	advice	of	any	changes	in	your	personal	contact	details	such	as	
residential	or	email	address,	or	telephone	or	facsimile	numbers	will	help	us	to	
do	this.	this	is	very	important	because	we	will	then	be	able	to	communicate	
with	you	and	send	you	information	on	your	accounts	and	other	relevant	
matters.	

(d)	 we	will	only	use	the	information	we	hold	about	you	for	the	promotion	of	other	
products	or	services	if	you	have	consented	to	this.	if	you	do	not	wish	to	
receive	promotional	material	from	us	at	any	time,	tell	us	and	we	will	not	send	
it.	

(e)	 we	require	all	of	our	employees,	contractors	and	agents	to	sign	a	
confidentiality	agreement.	

(f)	 You	can	help	us	to	protect	your	confidential	information	by	keeping	all	
information	regarding	your	accounts,	products	and	services	in	a	safe	place.	
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(g)	 when	you	are	dealing	with	us	by	telephone,	your	conversation	with	us	may	
be	recorded	for	verification	or	training	purposes.	

(h)	 certain	circumstances	require	us	to	disclose	your	confidential	information,	
for	example,	under	the	tax	administration	act	1994	the	inland	revenue	
department	may	request	certain	information	from	us,	as	could	other	
government	agencies	or	departments	under	relevant	legislation.	we	may	be	
required	to	disclose	information	on	individuals,	companies	and	other	entities	
for	the	purpose	of	investigation.	Section	11.2	of	this	code	lists	examples	
of	some	additional	laws	that	may	require	us	to	disclose	your	confidential	
information.	

2.2	 communication	with	You

(a)	 we	will	provide	information	to	you	from	time	to	time	using	plain	language	
where	we	can.	this	may	include	advising	you	of	changes	that	may	affect	
your	business	with	us.	we	will	communicate	with	you	in	at	least	one	of	the	
following	ways:	

(i)	 by	direct	communication	(e.g.	by	letter,	email,	fax	or	telephone);	

(ii)	 by	displaying	information	in	all	Branches;	

(iii)	 by	notice	in	the	media	(including	public	notices);	

(iv)	 by	notice	on	our	website;	or

(v)	 by	any	electronic	banking	channel	used	by	you.

(b)	 when	there	is	a	change	to	the	terms	and	conditions	of	any	banking	service,	
including	changes	to	fees	and	charges,	we	will	give	you	at	least	14	days’	
notice	of	such	change	in	at	least	one	of	the	following	ways:	

(i)	 by	direct	communication	(e.g.	by	letter,	email,	fax	or	telephone);

(ii)	 by	display	in	all	Branches;

(iii)	 by	notice	in	the	media	(including	public	notices);	

(iv)	 by	notice	on	our	website;	or

(v)	 by	any	electronic	banking	channel	used	by	you.

(c)	 Prior	notice	is	not	required	for	interest	rate	changes	and	other	variations	that	
are	subject	to	market	fluctuations.	

(d)	 You	are	responsible	for	informing	us	of	any	change	of	your	name	or	address.	
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2.3	 Bank	disclosure	

(a)	 You	may	request	a	copy	of	our	current	quarterly	disclosure	Statement.

(b)	 in	addition	to	any	other	disclosure	required	by	law,	we	will	make	available	
to	you	the	terms	and	conditions	of	any	product	or	service	you	have,	both	at	
the	time	you	take	that	product	or	service	and	upon	request	by	you	at	a	later	
stage.	

(c)	 at	the	time	you	open	an	account,	we	will	inform	you	of	the	details	of	standard	
fees	and	charges	payable	for	the	normal	operation	of	the	account.	we	will	
advise	charges	for	other	products	and	services	on	request	or	at	the	time	the	
product	or	service	is	offered.	

(d)	 we	will	make	sure	our	advertising	and	promotional	material	is	not	deceptive	
or	misleading	and	that	it	complies	with	all	relevant	legislation.	

(e)	 we	will	inform	you	of	our	non-standard	fees	and	charges	before	payment	is	
due.	there	may	be	charges	from	other	parties	(including	overseas	banks)	of	
which	we	have	no	knowledge	or	control.	if	legal	charges	are	to	be	passed	
on	to	you,	you	will	be	told	the	amount	due	before	we	pay	the	account	
(provided	your	contact	details	are	up	to	date).	Your	right	to	apply	for	a	review	
of	the	costs	you	have	been	charged	will	then	be	preserved	under	the	Law	
Practitioners	act	1982	or	the	Lawyers	and	conveyancers	act	2006.	

(f)	 any	advertisement	that	includes	a	deposit	interest	rate	will	state	that	full	
details	of	the	terms	and	conditions	will	be	available	on	request	and	will	also	
include	any	other	disclosure	required	by	law.	if	you	request	it,	we	will	provide	
you	with	the	following	information:	

(i)	 the	rate	of	interest,	and	whether	it	may	change	over	the	period	of	
the	deposit,	how	the	interest	is	calculated	and	when	interest	will	be	
credited	to	your	account;

(ii)	 any	fees	and	charges	you	must	pay;

(iii)	 any	government	charges	and	taxes	you	must	pay,	including	resident	
withholding	tax,	non-resident	withholding	tax	and	approved	issuer	
Levy;	and	

(iv)	 other	information,	such	as	the	consequences	of	withdrawing	deposits	
early	or	in	part.	
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3	 products	and	services

3.1	 accounts,	Products	and	Services

Opening Accounts 
(a)	 Before	or	at	the	time	you	open	an	account,	we	will	advise	you	of	the	rights	

and	obligations	relating	to	that	account.	this	information	will	include:	

(i)	 the	type	of	account;	

(ii)	 how	and	by	whom	the	account	is	to	be	operated	(i.e.	individually	or	
jointly);	

(iii)	 how	funds	may	be	put	into	or	withdrawn	from	the	account;	

(iv)	 who	will	be	liable	for	repaying	any	existing	and	future	debts	on	the	
account	(e.g.	if	the	account	is	a	joint	account);	and	

(v)	 any	additional	terms	and	conditions	that	may	apply	when	authorising	
others	to	access	your	account.	

(b)	 we	reserve	the	right	not	to	open	an	account	for	you.	

(c)	 we	are	required	by	law	to	satisfy	ourselves	as	to	your	identity.	this	is	to	
protect	you,	as	well	as	to	avoid	possible	misuse	of	the	banking	system.	You	
will	be	advised	what	identification	is	required.	if	you	do	not	have	the	more	
common	forms	of	identification,	you	should	let	us	know,	as	an	alternative	
means	of	identification	may	be	acceptable.	
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New Accounts, Products or Services 
(d)	 when	we	introduce	new	accounts,	products	or	services,	we	will	ensure	

information	on	the	price,	nature	and/or	terms	and	conditions	of	the	account,	
product	or	service	is	available.	we	may	communicate	with	you	about	new	
accounts,	products	or	services.	alternatively,	we	may	advertise	in	the	media,	
Branches	or	on	our	website	or	any	combination	of	these.	if	you	would	like	to	
know	more	about	these	new	accounts,	products	or	services,	you	may	wish	
to	contact	us	to	obtain	more	detail.	

(e)	 we	reserve	the	right	not	to	offer	you	products	and	services.	

Moving or Suspending Accounts 
(f)	 if	you	wish	to	move	your	account	to	another	bank	or	another	party	requests	

us	to	do	so	on	your	behalf,	we	will	co-operate	in	a	timely	manner	with	the	
request,	subject	to	any	legal	constraints.	

(g)	 we	may	suspend	the	operation	of	your	account	for	various	reasons.	these	
may	include:	

(i)	 complying	with	a	court	order;	

(ii)	 you	have	been	adjudicated	bankrupt;

(iii)	 there	are	insufficient	funds	in	your	account;

(iv)	 if	we	are	notified	by	any	party	of	a	dispute	over	either	the	ownership	
of	funds	or	the	operation	of	the	account;	

(v)	 for	charitable	trust,	incorporated	society	and	business	accounts	
(and	other	similar	types	of	accounts)	we	may	stop	the	operation	
of	the	account	wholly	or	partially	until	the	authority	of	the	person	
representing	the	charitable	trust,	incorporated	society	or	business	
or	other	entity	as	the	case	may	be	in	its	dealings	with	the	bank	is	
clarified;	or	

(vi)	 to	protect	one	or	all	of	the	parties	to	the	account,	us	or	a	third	party	
who	has	reasonably	claimed	an	interest	in	the	account.	

(h)	 when	operation	of	an	account	is	suspended,	we	will	advise	all	account	
holders	as	soon	as	possible.	

Closing of Accounts and the Withdrawing of Products and Services 
(i)	 either	you	or	we	may	end	any	banking	relationship	at	any	time,	and	we	

may	withdraw	any	product	or	service,	as	long	as	any	relevant	terms	and	
conditions	are	adhered	to.	we	will	not	normally	close	your	accounts	or	
withdraw	a	product	or	service	until	we	have	given	you	at	least	14	days’	notice	
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setting	out	the	relevant	details.	however,	there	may	be	circumstances	where	
we	close	your	account	or	withdraw	a	product	or	service	without	prior	notice.	
examples	are:	

(i)	 complying	with	a	court	order;	

(ii)	 if	you	have	acted	unlawfully;	

(iii)	 if	you	have	breached	our	terms	and	conditions;	or	

(iv)	 if	you	have	acted	abusively	to	our	staff.	

(j)	 when	an	account	is	closed,	we	will	request	that	you	return	or	destroy	all	
unused	cheques	and	any	card	relating	to	that	account.	

(k)	 any	funds	remaining	in	your	account	at	time	of	closure	will	be	returned	to	
you,	subject	to	any	terms	and	conditions,	fees	or	interest	applying	to	those	
funds.	Further,	if	there	is	any	dispute	over	these	funds	we	may	not	be	able	to	
return	them	to	you.	

(l)	 if	a	party	to	a	joint	account	advises	us	that	he/she	wishes	to	withdraw	from	
that	joint	account,	we	will	either	stop	the	account	or	remove	that	party	from	
the	account.	in	both	cases,	all	parties	to	the	account	will	be	advised	as	
soon	as	possible.	however,	the	joint	liability	for	all	debt	(including	payments	
made	but	not	processed)	at	the	date	of	stopping	the	account	or	that	party’s	
withdrawal,	will	continue	until	full	repayment	is	made.	

3.2	 Payment	Services	

(a)	 we	may	provide	you	with	payment	services	such	as	direct	credits,	automatic	
Payments,	direct	debits,	Bill	Payments,	fund	transfers,	electronic	card	
transactions,	same-day	cleared	payments	and	international	money	transfers.	

(b)	 access	to	your	accounts	may	be	provided	by	means	of	telephone,	mobile	
applications,	internet,	facsimile,	atms,	eFtPoS,	at	Branches	or	other	means.	

(c)	 where	such	services	are	used,	we	will	inform	you	of:	

(i)	 the	terms	and	conditions	that	apply	to	the	outward	payment	services	
offered	and	the	consequences	of	any	breach	of	these	terms	and	
conditions;	

(ii)	 any	fees	or	charges	for	the	service	and	we	will	advise	you	that	there	
may	be	a	charge	imposed	by	the	receiving	bank;	

(iii)	 the	deadline	by	which	you	may	alter	or	stop	a	payment;
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(iv)	 our	right	to	alter,	adjust,	cancel,	reverse	or	suspend	any	payment	
instructions;	and	

(v)	 your	right	to	alter,	adjust,	cancel,	reverse	or	suspend	any	payment	
instructions,	including,	but	not	limited	to,	your	right	to	advise	us	
directly	to	cancel,	or	stop	direct	debit	authorisations.	

(d)	 Payments	may	be	declined	or	reversed	if	there	are	insufficient	funds	in	your	
account	or	for	other	reasons	and	you	may	be	charged	fees	in	respect	of	
such	payments.	Funds	paid	into	your	account	may	not	be	available	for	you	to	
withdraw	until	the	payment	is	cleared.	

(e)	 on	request,	we	will	provide	you	with	information	on	when	funds	paid	
into	your	account	may	become	available.	when	funds	become	available	
may	depend	on	a	number	of	factors	including	the	type	of	payment	used,	
jurisdiction,	the	rules	covering	the	payment	type	and/or	whether	the	payment	
was	made	on	a	non-business	day	or	after	banking	hours.	

(f)	 if	we	permit	you	to	draw	against	uncleared	funds,	we	are	providing	credit	
and	will	require	to	be	repaid	(including	interest	and	charges)	if	the	payments	
into	your	account	are	reversed	out.	

(g)	 it	may	not	be	possible	to	stop	or	reverse	electronic	payments	once	they	have	
been	made.	Payments	you	have	made	in	error	can	only	be	recovered	from	
the	account	they	have	been	paid	to	with	the	consent	of	the	account	holder.	
we	will	co-operate	with	you	or	another	bank	involved	in	the	transaction	to	try	
to	recover	payments	made	in	error.	

(h)	 there	may	be	circumstances	where	we	can	reverse	payments	paid	into	your	
account,	such	as	when	we	or	the	other	bank	involved	have	made	an	error.	

(i)	 we	will	take	and	promptly	process	your:

(i)	 instruction	to	cancel	a	direct	debit	authority	and	we	will	instruct	you	
to	contact	the	direct	debit	initiator	to	advise	them	that	you	have	
cancelled	your	direct	debit	authority	(otherwise	the	direct	debit	
initiator	might	lodge	a	further	direct	debit	authority	with	us);	and

(ii)	 complaint	that	a	direct	debit	was	unauthorised	or	otherwise	irregular,	
but	we	may	suggest	that	you	also	contact	the	direct	debit	initiator.
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4	 cheques

4.1	 cheques

(a)	 we	will	inform	you	of	the	need	to	keep	your	chequebook	safe	at	all	times	and	
that	you	should	never	sign	cheques	in	advance,	or	leave	any	details	blank	
after	a	cheque	has	been	signed.	the	loss	of	your	chequebook,	any	cheques	
or	any	unauthorised	withdrawals	from	your	account	should	be	reported	to	us	
immediately.	the	police	may	also	need	to	be	notified.	

(b)	 we	may	ask	you	for	identification	when	you	cash	a	cheque	and	we	will	
explain	our	reasons	for	doing	so	on	request.	

(c)	 on	request,	information	will	also	be	available	to	you	on:	

(i)	 how	long	it	is	likely	to	take	to	clear	a	cheque	(cheques	drawn	on	an	
overseas	bank	will	take	longer	to	clear);

(ii)	 what	happens	if	one	of	your	cheques	is	dishonoured	and	what	
happens	if	a	cheque	you	pay	into	your	account	is	dishonoured;

(iii)	 the	various	ways	cheques	may	be	crossed	to	help	protect	against	
theft	or	fraud;

(iv)	 what	happens	when	a	cheque	is	altered;

(v)	 how	you	can	obtain	a	Special	answer	for	early	clearance	of	a	cheque;	
and	

(vi)	 any	fees	and	charges	for	cheque	processing,	honours	and	
dishonours.	
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(d)	 on	request,	we	will	inform	you	how	to	stop	a	cheque	and	of	any	fees	
or	charges	that	may	apply.	we	will	make	reasonable	efforts	to	stop	a	
cheque	when	you	request	us	to	do	so	and	we	will	also	advise	you	of	the	
circumstances	when	we	may	not	be	able	to	comply	with	your	request	to	stop	
a	cheque	(for	example,	if	the	cheque	has	already	been	cashed	or	presented	
by	way	of	Special	answer).	at	the	time	you	request	a	stop,	we	may	not	be	
able	to	establish	whether	or	not	the	cheque	can	be	stopped.	

(e)	 if	a	cheque	is	misplaced	in	processing,	all	banks	involved	will	do	their	best	to	
help	you	obtain	a	replacement.	

(f)	 if	a	cheque	is	not	presented	to	us	for	payment	within	a	certain	period	of	time	
(usually	six	months	from	the	date	written	on	the	cheque)	we	may:

(i)	 pay	the	cheque;

(ii)	 decline	to	pay	the	cheque;	or

(iii)	 make	any	further	enquiry	we	consider	necessary	before	deciding	
whether	to	pay	or	not	to	pay	the	cheque.	

(g)	 the	act	of	issuing	post	dated	cheques	is	discouraged.		however,	if	you	do	
write	a	cheque	with	a	future	date	(post	dated)	and	it	is	presented	to	us	before	
that	date	we	may:

(i)	 decline	to	pay	the	cheque;	or

(ii)	 	make	any	further	enquiry	we	consider	necessary	before	deciding	
whether	or	not	the	cheque	can	be	paid.

4.2	 Bank	cheques	

(a)	 Like	any	other	cheque,	Bank	cheques	need	to	clear	and	the	funds	may	not	
be	available	to	you	until	this	process	is	complete.	

(b)	 on	request,	we	will	inform	you	of	the	terms	and	conditions	relating	to	Bank	
cheques	and	of	the	fees	for	this	service.	

(c)	 there	are	some	limited	circumstances	in	which	we	may	refuse	payment	on	
Bank	cheques	that	have	been	issued	to	customers.	in	general,	this	would	
only	be	when:

(i)	 the	cheque	is	fraudulent,	forged	or	counterfeit,	or	has	been	altered	
since	it	was	issued;

(ii)	 the	cheque	has	been	reported	lost	or	stolen;
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(iii)	 a	court	has	issued	an	order	restraining	payment;

(iv)	 there	has	not	been	proper	payment	by	the	customer	for	the	cheque	
and	that	customer	presents	the	cheque	for	payment;	or	

(v)	 there	has	not	been	proper	payment	for	the	cheque	and	any	other	
person	presents	the	cheque	for	payment	and	that	person	has	
obtained	the	cheque	by	fraud,	or	knows	that	a	previous	owner	
obtained	the	cheque	by	fraud,	or	knows	that	it	was	originally	obtained	
from	the	bank	without	proper	payment.	

(d)	 we	are	not	obliged	to	stop	a	Bank	cheque	issued	to	you	upon	your	request.	
however,	we	may	do	so	if	the	cheque	has	been	lost,	stolen	or	returned	to	
us	by	you.	Bank	cheques	cannot	be	stopped	for	example,	because	you	
have	changed	your	mind	about	a	transaction	after	handing	the	cheque	over	
to	another	person	or	a	transaction	between	the	parties	has	broken	down	
through	the	supply	of	faulty	goods	and	services.
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5	 credit

5.1	 Provision	of	credit

(a)	 when	you	seek	credit	from	us,	we	will	provide	you	with	information	about	the	
various	types	of	credit	Facilities	available	to	you,	so	that	you	can	make	an	
informed	decision.	

(b)	 when	considering	your	application	for	credit	we	may	take	into	account	your	
financial	history,	including	information	from	credit	reference	agencies.	we	
will	obtain	your	consent	before	accessing	information	about	you	from	third	
parties.	

(c)	 we	will	only	provide	credit	to	you	or	increase	your	credit	limit	when	the	
information	available	to	us	leads	us	to	believe	you	will	be	able	to	meet	the	
terms	of	the	credit	Facility.	we	have	the	right	to	decide	not	to	provide	credit	
to	you.	

(d)	 when	a	credit	Facility	is	approved	by	us,	we	will	comply	with	all	laws	that	
may	apply.	we	will	inform	you,	and	any	party	providing	Security,	of	your	
obligations	including:	

(i)	 the	annual	interest	rate	and	whether	it	may	be	changed	during	the	
period	of	the	credit	Facility;	

(ii)	 all	fees	and	charges	(including	government	charges	and	taxes);	

(iii)	 the	period	for	which	the	credit	Facility	is	available;

(iv)	 the	repayment	terms,	including	any	terms	relating	to	early	repayment	
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costs;	

(v)	 any	information	you	need	to	supply	to	us	during	the	term	of	the	credit	
Facility;	and	

(vi)	 any	other	important	information	such	as	any	insurance	and	Security	
requirements,	when	penalty	or	default	interest	is	charged	or	
conditions	you	will	need	to	meet	before	the	credit	Facility	is	made	
available	to	you.	

(e)	 if	you	have	a	credit	Facility	in	conjunction	with	others,	your	liability	is	Joint	
and	Several,	unless	we	agree	otherwise.	

(f)	 if	you	do	not	comply	with	the	terms	of	your	credit	Facility,	we	will	contact	
you	at	your	last	known	address	to	advise	what	steps	we	may	take.	if	this	
happens,	we	may	disclose	information	about	your	contact	details	and	
debts	to	credit	reference	agencies	and/or	we	may	ask	an	outside	party	to	
collect	your	debt	on	our	behalf.	we	will	give	you	notice	that	we	are	going	to	
do	this,	explain	why	we	are	disclosing	the	information	and	the	effect	it	may	
have	on	your	ability	to	obtain	credit	in	the	future.	if	it	is	later	agreed	that	the	
information	supplied	was	not	correct,	we	will	make	sure	the	credit	reference	
agencies	are	told	of	this.

(g)	 it	may	be	that	we	have	written	your	debt	off	for	our	internal	accounting	
processes,	however	this	does	not	mean	that	you	are	no	longer	liable	for	your	
debt.	

(h)	 a	record	of	your	prior	debt	may	remain	on	the	records	of	the	credit	
reference	agency	and/or	debt	collection	agency	even	after	you	have	paid	
off	your	debt	to	us,	but	for	no	longer	than	the	permitted	period	allowed	by	
law.	

(i)	 we	will	promptly	inform	you	if	we	use	funds	you	have	deposited	with	us	to	
offset	your	debts	with	us.

(j)	 the	following	principles	will	also	be	applied	by	us:

(i)	 we	will	co-operate	with	your	advisers	to	explain	the	nature	of	any	
credit	Facility	and	to	clarify	anything	during	the	relationship;

(ii)	 we	will	agree	with	you	at	the	outset	of	the	credit	Facility	what	sort	
of	monitoring	information	you	should	supply	and	how	frequently.	if	
circumstances	change,	any	new	monitoring	information	required	will	
be	advised	to	you	in	writing;

(iii)	 we	will	communicate	with	you	when	we	have	concerns	about	your	
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business	and/or	our	relationship	with	you,	explaining	the	reasons	for	
our	concern;

(iv)	 if	you	find	yourself	in	financial	difficulty,	please	contact	us	immediately	
so	we	can	consider	your	particular	situation	and	any	recovery	
proposition.	You	should	contact	us	before	you	default	under	any	
credit	Facility	or	as	soon	as	possible	thereafter	as	the	sooner	you	
contact	us,	the	better	position	we	will	be	in	to	assist	you;

(v)	 we	may	ask	for	additional	financial	information	and/or	seek	an	
independent	review.	if	we	do	so,	we	will	explain	our	requirements	and	
that	there	may	be	costs	attached;

(vi)	 where	we	have	requested	that	you	obtain	an	independent	review	of	
your	business,	where	possible	we	will	seek	to	discuss	the	information	
provided	with	you	(and,	should	you	request,	your	advisers)	before	
taking	any	action;	and	

(vii)	 if	you	act	in	good	faith,	keep	us	informed	about	developments,	keep	
your	agreements	with	us,	heed	what	your	own	and	any	independent	
advisers	say	and	are	prepared	to	make	the	changes	needed	early	
enough	to	preserve	the	underlying	business,	we	will	not	normally	
seek	the	immediate	appointment	of	a	receiver	or	start	other	recovery	
proceedings.	

5.2	 Guarantors	and	Providers	of	other	Security	

(a)	 we	will	make	sure	that	people	who	have	offered	to	give	us	a	Guarantee	or	
other	Security	are	made	aware	of	their	obligations	and	informed	that:

(i)	 by	giving	a	Guarantee	or	providing	Security	for	your	debt,	they	may	
become	liable	instead	of,	or	as	well	as,	you;

(ii)	 they	should	seek	independent	legal	or,	if	required,	other	professional	
advice	before	giving	any	Guarantee;

(iii)	 they	may	request,	and	we	may,	but	are	not	required	to,	agree	that	the	
amount	of	their	liability	under	the	Guarantee	or	Security	will	be	limited;

(iv)	 unless	we	have	agreed	that	the	amount	of	the	Guarantee	or	Security	
is	limited,	and	what	the	limit	of	their	liability	will	be,	their	Guarantee	or	
Security	will	be	unlimited;	and

(v)	 we	may	also	claim	any	interest	owed	and	any	costs	incurred	in	any	
recovery	process.	
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(b)	 there	are	circumstances	where	a	Guarantee	will	remain	in	force	after	the	
guaranteed	debt	is	repaid.	You	should	discuss	this	with	your	independent	
legal	or	professional	advisor.	

(c)	 Guarantors	and	people	giving	Security	may	use	the	complaints	procedures	
set	out	in	clause	1.3	of	this	code.	
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6	 pins	and	passwords

6.1	 Pins	and	Passwords

(a)	 if	Pins	or	Passwords	are	not	issued	to	you	in	person	or	are	not	selected	by	
you	personally,	the	Pins	or	Passwords	will	be	issued	separately	from	any	
card	or	other	product	or	service	with	which	they	are	to	be	used.	

(b)	 where	Pins	and	Passwords	are	issued	to	you	personally,	we	must	be	
satisfied	about	your	identity	before	allowing	cards	to	be	issued	or	before	you	
are	given	access	to	other	Pin	or	Password	operated	services.	

(c)	 we	will	inform	you	of	the	kinds	of	Pins	and/or	Passwords	that	are	unsuitable.	
You	must	not	use	these	Pins	or	Passwords.	unsuitable	Pins	or	Passwords	
include:

(i)	 birth	dates,	months	or	years;

(ii)	 sequential	numbers	(e.g.	3456);

(iii)	 number	combinations	that	may	be	easily	guessed	(e.g.	1111);

(iv)	 parts	of	your	telephone	number;

(v)	 parts	of	numbers	in	the	order	in	which	they	are	printed	on	any	of	your	
cards;

(vi)	 other	easily	accessible	personal	data	(e.g.	driver	licence,	locker	
number	or	other	numbers	easily	connected	with	you);	and	

(vii)	 family,	pet	or	street	names.
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(d)	 we	will	also	inform	you	that	you	must	safeguard	your	Pin	or	Password.	For	
instance,	you	must:

(i)	 memorise	your	Pin	or	Password;

(ii)	 not	record	your	Pin	or	Password	anywhere;

(iii)	 not	disclose	your	Pin	or	Password	to	anyone	(including	the	police,	
bank	staff	or	your	family);

(iv)	 ensure	any	authorised	signatories	on	your	account	keep	their	own	
Pins	or	Passwords	secure;

(v)	 take	care	to	ensure	no-one	can	see	you	enter	your	Pin	at	atms	or	
when	using	eFtPoS;	and	

(vi)	 report	the	disclosure	or	possible	disclosure	of	your	Pin	or	Password	
as	soon	as	you	are	aware	or	suspect	your	Pin	or	Password	has	been	
disclosed.	

(e)	 in	addition,	we	will	inform	you	that	you	should	consider	using	a	different	Pin	
or	Password	for	different	cards	or	equipment.	

(f)	 we	will	conform	to	internationally	accepted	standards	for	methods	of	
generation,	storage	and	terminal	security	relating	to	Pins	and	Passwords,	to	
ensure	confidentiality	and	security	for	your	protection.	

(g)	 we	will	encourage	third	parties	to	maximise	your	Pin	and	Password	security.	
For	eFtPoS	facilities	on	our	own	premises,	we	will	ensure	that	new	and	
replacement	equipment	is	of	a	type	that	maximises	your	Pin	and	Password	
security.	
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7	 cards

7.1	 cards

Issuing Cards 
(a)	 we	will	only	provide	you	with	a	new	card	(other	than	replacement	or	reissue	

card)	on	instruction	from	the	customer/s	responsible	for	the	account.	

(b)	 where	cards	are	issued	to	you	personally,	we	must	be	satisfied	about	your	
identity	before	allowing	cards	to	be	issued.	

(c)	 when	we	first	issue	your	card,	we	will	provide	you	with	the	terms	and	
conditions	relating	to	your	card	and	inform	you	which	of	your	accounts	your	
card	can	access.	we	will	also	inform	you	whether	the	card	issued	to	you	has	
more	than	one	function	and	if	so,	what	those	functions	are.	the	terms	and	
conditions	and	functions	may	change	from	time	to	time.	

(d)	 we	will	advise	you	of	the	current	transaction	limits	that	apply	at	eFtPoS	
and	atms.	these	limits	may	change	from	time	to	time	and	are	available	on	
request.	

(e)	 we	will	advise	you	of	our	fees	and	charges	that	apply	to	your	card.

(f)	 additional	cards	may	be	issued	to	a	person	nominated	by	you,	if	we	agree.	
this	is	useful	for	ill	or	disabled	customers.	You	will	be	liable	for	all	transactions	
made	by	the	additional	cardholder/s.	

(g)	 when	we	issue	your	card	we	will	inform	you	how	to	best	safeguard	your	
card.	For	example,	you	must:
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(i)	 take	care	of	your	card.	do	not	leave	your	card	in	an	unattended	
wallet,	purse	or	vehicle	or	anywhere	where	a	thief	could	remove	
a	card	without	being	noticed	(particularly	in	nightclubs,	hotels	or	
restaurants);

(ii)	 sign	your	card	as	soon	as	you	receive	it;

(iii)	 not	give	your	card	to	anyone	or	let	anyone	else	use	your	card	
(including	the	police,	bank	staff	or	your	family);

(iv)	 always	remember	to	take	your	card	back	after	using	it;

(v)	 tell	us	if	you	change	your	address,	so		a	replacement	card	is	sent	to	
the	correct	place;	and	

(vi)	 report	the	loss	or	theft	of	your	card	as	soon	as	you	are	aware	of	it.	

Reporting Loss, Theft or Disputed Transactions 
(h)	 we	will	inform	you	of	what	procedures	you	must	use	to	report	the	loss,	theft	

or	unauthorised	use	of	your	card,	Pin	or	Password	both	in	new	Zealand	or	
from	overseas.	

(i)	 we	will	make	available	to	you	telephone	numbers	that	you	can	use	to	report	
the	loss,	theft	or	unauthorised	use	of	your	card,	Pin	or	Password	as	soon	as	
you	are	aware	that	any	such	event	has	occurred.	

(j)	 we	will	assist	you	if	you	encounter	any	difficulties	with	another	participating	
bank’s	atm	and	cannot	resolve	them	with	the	participating	bank	that	owns	the	
atm.

Cards
(k)	 You	should	be	aware	of	the	following	matters	when	requesting	a	card,	and	

following	the	issue	of	a	card:

(i)	 your	card	terms	and	conditions	will	advise	you	that	there	are	risks	
involved	if	you	give	your	card	details	and	authorise	transactions	
before	you	receive	goods	or	services.	You	should	consider	the	
security	and	standing	of	the	company	or	entity	you	are	doing	
business	with	(including	when	purchasing	goods	or	services	non	
face-to-face);

(ii)	 you	may	have	a	limited	time	to	dispute	a	transaction.	we	will	inform	
you	of	this	time	in	our	card	terms	and	conditions.	Failure	to	report	
the	incorrect,	invalid	or	unauthorised	transaction	within	that	time	
will	mean	that	we	cannot	reverse	the	transaction	and	you	will	have	
to	pay	for	it.	there	are	limited	circumstances	under	which	we	can	
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reverse	a	credit	card	transaction,	particularly	where	the	rules	of	a	
credit	card	company	apply.	For	example,	we	cannot	reverse	a	credit	
card	transaction	where	there	is	a	dispute	with	the	merchant	as	to	the	
quality	of	the	goods	and	services,	or	you	have	changed	your	mind	
about	the	quality	of	the	goods	and	services	or	an	error	has	been	
made	by	you	or	the	merchant	on	a	debit	card	transaction;	and

(iii)	 if	you	notify	us	of	an	incorrect,	invalid	or	unauthorised	transaction	
charged	to	your	credit	card	account	within	any	prescribed	time	
limit,	we	will	investigate	the	matter.	if	the	transaction	is	found	to	be	
incorrect,	invalid	or	unauthorised	we	will	reverse	the	transaction	(this	
is	sometimes	called	a	chargeback).

7.2	 Liability

(a)	 You	will	not	be	liable	for	losses	before	you	receive	your	card	or,	if	applicable,	
your	Pin	and	Password	provided	you	have	notified	us	of	your	current	
address.	in	any	dispute	about	receipt	of	a	card,	Pin	or	Password	that	is	not	
issued	to	you	in	person,	we	will	not	rely	on	proof	of	despatch	to	your	correct	
address	as	proof	that	the	card,	Pin	or	Password	was	received.	

(b)	 we	will	fully	inform	you	in	our	card	terms	and	conditions	what	liability	you	
have	in	relation	to	the	loss	or	theft	of	your	card	or	disclosure	of	your	Pin	or	
Password.	

(c)	 once	you	have	advised	us	that	your	card	has	been	lost	or	stolen,	or	your	
Pin	or	Password	disclosed,	either	in	new	Zealand	or	overseas,	you	will	not	
be	responsible	for	any	unauthorised	use	of	your	card	after	that	time.	this	
protection	will	not	apply	if	you	have	acted	fraudulently	or	negligently.	

(d)	 You	will	be	liable	to	pay	no	more	than	$50	of	any	loss	that	occurs	before	you	
notify	us.	however,	this	$50	limit	will	not	apply	if:

(i)	 you	have	acted	fraudulently	or	negligently;	or

(ii)	 you	have	contributed	to	the	unauthorised	use	of	your	card,	for	
example	(but	not	limited	to)	breaching	our	terms	and	conditions	by:

•	 selecting	unsuitable	PINs	or	Passwords	(see	clauses	6.1(c)	and	
(d)	of	this	Code);

•	 failing	to	reasonably	safeguard	your	Card;

•	 keeping	written	records	of	PINs	or	Passwords;
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•	 parting	with	Card	and/or	disclosing	PINs	or	Passwords	to	any	
other	person;

•	 failing	to	take	all	reasonable	steps	to	prevent	disclosure	to	any	
person	when	entering	PINs	or	Passwords;	or	

•	 unreasonably	delaying	notification	to	us	of	the	loss	or	theft	of	
Card,	or	of	the	actual	or	possible	disclosure	to	any	other	person	
of	PINs	or	Passwords.	

(e)	 in	the	event	that	clause	7.2(d)	applies,	your	maximum	liability	will	be	the	lesser	
of:

(i)	 the	actual	loss	at	time	of	notification;	or	

(ii)	 the	maximum	amount	that	you	would	have	been	entitled	to	withdraw	
from	your	account	between	the	time	your	card	was	lost/stolen	and	
the	time	you	notified	us.	

(f)	 if	your	card	gives	you	access	to	an	account	with	a	credit	Facility	(for	
example,	a	credit	card	or	a	revolving	credit	Facility),	failure	to	look	after	your	
card	or	any	associated	Pin	could	result	in	a	substantial	loss	for	which	you	
could	be	held	responsible.	

(g)	 You	are	not	liable	for	loss	caused	by:

(i)	 fraudulent	or	negligent	conduct	by	employees	or	agents	of	banks	or	
parties	involved	in	the	provision	of	electronic	banking	services;

(ii)	 faults	that	occur	in	machines,	cards	or	systems	used,	unless	the	
faults	are	obvious	or	advised	by	message	or	notice	on	display;

(iii)	 unauthorised	transactions	before	you	have	received	your	cards,	Pin	
or	Password;	or	

(iv)	 any	other	unauthorised	transaction	where	it	is	clear	that	you	could	
not	have	contributed	to	the	loss.	

7.3	 merchant	card	Services	

(a)	 our	agreements	with	our	merchants	for	the	processing	of	card	transactions	
will	have	their	own	terms	and	conditions	applying	to	use,	security	and	
liability.	these	merchant	service	agreements	will	also	include	information	on	
the	settlement	and	reconciliation	of	your	merchant	facility.	these	terms	and	
conditions	apply	in	addition	to	the	minimum	standards	of	the	code.	
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(b)	 we	will	also	inform	our	merchants	of	the	associated	risks	of	accepting	card	
transactions	especially	those	where	the	card	is	not	present.	

(c)	 we	will	obtain	a	merchant’s	explicit	consent	before	changing	their	acquiring	
Bank.	

(d)	 we	will	provide	a	robust,	encrypted	and	efficient	eFtPoS	payment	system.	

(e)	 merchants	are	required	to	safeguard	your	card	details	so	that	no	
unauthorised	person	gains	access	to	these	details.	if	merchants	fail	to	keep	
such	details	secure,	they	may	be	liable	for	losses	associated	with	misuse	of	
the	cardholder	information.	
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8	 internet	banking	

8.1	 General	Principles

Our Systems
(a)	 we	will	take	appropriate	measures	to	ensure	that	our	internet	Banking	

systems	and	technology	are	secure	and	are	regularly	reviewed	and	updated	
for	this	purpose.	

(b)	 we	will	never	ask	you	in	person	or	in	writing	(including	by	email)	to	confirm	
your	internet	Banking	security	information	or	to	disclose	your	Password	or	
internet	Banking	security	information.

(c)	 if	you	incur	a	direct	loss	that	is	due	to	a	security	breach	of	our	internet	
Banking	system	as	a	result	of	our	failure	to	take	reasonable	care	and	is	not	
caused	or	contributed	to	by	you,	we	will	reimburse	you	for	that	loss.

(d)	 we	will	exercise	reasonable	care	and	skill	in	providing	you	with	internet	
Banking	services.	however,	subject	to	our	obligations	under	the	consumer	
Guarantees	act	1993	we	will	not	be	responsible	if	you	incur	a	loss,	which	is	
caused	through	circumstances	beyond	our	reasonable	control.	in	particular,	
we	cannot	be	responsible	for	a	loss	caused	through	circumstances	beyond	
our	reasonable	control	because	of:

(i)	 your	inability	to	access	internet	Banking,	or	any	other	application	
associated	or	reliant	on	internet	Banking,	at	any	time,	or	any	failure	or	
delay	in	providing	a	service	via	the	internet;	or	

(ii)	 a	malfunction	of	any	equipment	(including	telecommunications	
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equipment)	which	supports	our	internet	Banking	service.	

(e)	 Your	computer	or	device	is	not	part	of	our	system	therefore	we	cannot	
control,	and	are	not	responsible	for,	its	security.	however,	we	will	inform	you,	
primarily	through	our	website,	how	to	best	safeguard	your	online	information	
and	the	steps	you	should	take	to	protect	yourself	and	your	own	computer	
from	fraud,	scams	or	unauthorised	transactions.

(f)	 in	addition	to	non-technical	advice	(such	as	not	leaving	your	computer/device	
unattended	when	you	are	logged	on	to	internet	Banking	or	not	using	shared	
computers	like	those	in	internet	cafés	to	access	internet	Banking),	we	will	
also	have	on	our	website	available	information	and	advice	on	the	benefits	of	
installing	and	maintaining	protection,	in	respect	of,	for	example:	

(i)	 anti-virus	software;

(ii)	 firewalls;

(iii)	 anti-spyware;	and

(iv)	 operating	system	security	updates.

(g)	 we	will	inform	you	of	what	procedures	you	must	use	to	report	unauthorised	
access	to	your	information,	accounts	or	disputed	transactions	using	your	
internet	Banking	service	and	make	available	to	you	contact	information	so	
you	can	report	this	activity	as	soon	as	you	are	aware	of	it.

(h)	 when	we	first	give	you	access	to	our	internet	Banking	services	we	will	tell	you	
where	to	find	the	information	you	need	to	safeguard	your	online	information	and	
to	protect	yourself	and	your	own	computer	from	fraud,	scams	or	unauthorised	
transactions.	this	information	will	be	updated	from	time	to	time.

(i)	 we	may	also	warn	you	against	using	an	account	aggregation	system	
or	software	which	is	not	provided	by	us	that	lets	you	see	all	your	online	
accounts	from	different	websites	on	the	one	website	and	requires	you	to	
input	or	disclose	your	customer	identification,	Password	or	any	other	security	
information.	

(j)	 when	you	have	access	to	internet	Banking	services	we	will	also	inform	you	of	the	
applicable	terms	and	conditions	relating	to	the	use	of	internet	Banking	services.

(k)	 we	will	advise	you	of	the	current	transaction	limits	that	apply	to	our	internet	
Banking	services.	these	limits	may	change	from	time	to	time	and	are	
available	upon	request.
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Your ID and Passwords and other Authentication / Security Information
(l)	 we	will	provide	you	with	regularly	updated	information	on:

(i)	 how	to	access	internet	Banking	services,	including	details	about	your	
customer	identification,	selection	of	appropriate	Passwords	and	the	
availability	of	additional	authentication	or	security	options;

(ii)	 maintaining	the	security	of	your	customer	identification,	Passwords	
and	any	other	security	information	(which,	where	applicable,	includes	
any	second	factor	authentication	security	device);

(iii)	 your	responsibilities	for	protecting	your	Password	and	any	other	
security	information,	including	(but	not	limited	to):

•	 never	disclosing	your	Password	and	any	other	security	information	
to	anyone	else,	including	bank	staff,	police	or	family	members;

•	 not	recording	your	Password	or	other	security	information	
including	keeping	your	Password	on	a	file	or	on	your	computer	
or	other	device	(including	any	Password	saving	facility	that	is	not	
acceptable	to	your	bank);

•	 not	creating	or	using	a	Password	and	any	other	security	
information	that	can	be	easily	found	out,	or	relates	to	personal	
information	about	yourself	(e.g.	your	birthday,	family,	street	or	pet	
names)	or	includes	any	obvious	or	sequential	numbers	such	as	
54321,	or	related	numbers	such	as	22222;

•	 creating	or	using	a	Password	and	any	other	security	information	
that	is	unique	and/or	is	not	the	same	as	or	similar	to	Passwords	
and	any	other	security	information	used	for	other	services	you	use;

•	 changing	your	Password	and	any	other	security	information	
immediately	if	anyone	else	does	or	may	know	it;

•	 regularly	changing	your	Password	for	increased	security,	and	
how	to	do	this;

•	 taking	reasonable	care	when	accessing	your	Internet	Banking	
service	to	ensure	that	your	Password	or	other	security	
information	is	not	seen	by	or	disclosed	to	anyone	else;

•	 not	opening	attachments	or	running	software	from	untrusted	or	
unknown	sources;	and

•	 not	responding	to	any	requests	for	your	Password	or	security	
information.	
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Your Liability / Responsibility 
As a guiding principle of this section, we will continue the practice of reimbursing 
all customers that are genuine victims of Internet Banking fraud.

(m)	 You	will	not	be	liable	for	losses	caused	by	unauthorised	transactions	before	
you	are	able	to	access	internet	Banking	for	the	first	time	or	during	any	period	
we	prevent	you	from	accessing	internet	Banking,	including,	if	applicable,	
before	you	receive	your	customer	identification,	Password	or	any	other	
security	information	provided	you	have	notified	us	of	your	current	address.	in	
any	dispute	about	receipt	of	customer	identification,	Passwords	or	security	
information	that	are	not	issued	to	you	in	person,	we	will	not	rely	on	proof	of	
despatch	to	your	correct	address	as	proof	that	the	customer	identification,	
Password	or	other	security	information	or	additional	authentication	was	
received.	

(n)	 if	you	advise	us	as	promptly	as	is	reasonably	possible	that	your	customer	
identification,	Password	or	any	other	security	information	is	or	may	be	known	
to	another	person	or	there	has	been	an	unauthorised	access	to	your	internet	
Banking	information	or	accounts	you	will	not	be	held	responsible	for	any	loss,	
unless	you	have	acted	fraudulently	or	negligently	or	have	contributed	to	such	
disclosure	or	unauthorised	access	by	not	following	the	security	information	
and	advice	in	this	code	and	as	provided	by	us	on	our	websites	and	our	terms	
and	conditions.

(o)	 You	may	be	liable	if	an	unauthorised	transaction	occurs	after	you	have	
received	the	means	to	access	internet	Banking,	if	for	example,	(but	not	
limited	to)	you	have	breached	our	terms	and	conditions	by	doing	the	
following:

(i)	 you	have	a	Pin	or	Password	of	a	type	you	have	been	warned	not	to	
choose;

(ii)	 you	have	voluntarily	or	negligently	disclosed	your	Pin,	Password	or	
other	security	information	to	anyone	else;

(iii)	 you	have	kept	a	written	or	electronic	record	of	the	Pin,	Password	
or	other	means	of	access	or	failed	to	store	same	in	a	secure	facility	
acceptable	to	your	bank;

(iv)	 you	have	used	a	computer	or	device	that	does	not	have	protective	
software	and	an	operating	system	installed	and	reasonably	up	to	
date;

(v)	 you	have	not	taken	reasonable	steps	to	ensure	that	the	protective	
systems	installed	on	your	computer	or	device	such	as	virus	scanning,	
firewall,	anti-spyware,	operating	system	and	anti-spam	software	are	
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continued	to	be	updated	within	a	reasonable	period	of	time;

(vi)	 you	have	not	taken	reasonable	care	to	safeguard	any	other	device	
that	is	used	to	access	your	internet	Banking	service;

(vii)	 you	have	not	advised	us	as	promptly	as	is	reasonably	possible	
that	you	are	aware	that	someone	other	than	you	has	accessed	
your	internet	Banking	service	or	an	unauthorised	transaction	has	
occurred;

(viii)	 you	have	left	your	computer	unattended	when	logged	on	to	the	
internet	Banking	service;	or

(ix)	 you	have	not	followed	our	reasonable	security	warnings	about	the	
processes	and	safeguards	to	follow	when	using	internet	Banking.

(p)	 in	the	event	that	clause	8.1(o)	applies,	your	maximum	liability	will	be	the	
lesser	of:

(i)	 the	actual	loss	at	the	time	of	notification	to	us;	or

(ii)	 the	balance	that	would	have	been	available	for	withdrawal	from	
your	account(s),	including	any	credit	Facility,	between	the	time	any	
unauthorised	access	was	made	and	the	time	you	notified	us.	

(q)	 if	you	have	used	or	allowed	your	account	to	be	used	to	process	fraudulent	
or	unauthorised	transactions	you	may	be	liable	for	some	or	all	of	the	loss	
suffered	by	the	party	who	has	been	defrauded,	regardless	of	the	balance	
available	in	your	account.

Smart Phones and Mobile Applications
(r)	 we	will	take	appropriate	measures	to	ensure	that	our	smart	phone	and	

mobile	applications	are	secure	and	regularly	reviewed	and	updated	for	this	
purpose.

(s)	 in	addition	to	your	obligations	when	using	internet	Banking,	when	using	a	
smart	phone,	mobile	application	or	any	other	form	of	social	media	to	access	
banking	services	you	will	need	to	take	care	to	protect	your	device,	by:

(i)	 not	leaving	your	device	unattended	and	logged	into	a	mobile	banking	
service;

(ii)	 locking	your	device	or	taking	other	steps	to	stop	unauthorised	use	of	
your	mobile	banking	service;	and

(iii)	 notifying	us	as	soon	as	practicable	if	your	device	is	lost	or	stolen	or	if	
you	change	your	device.
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9	 other	services

9.1	 Foreign	exchange	Services

(a)	 we	will	provide	you	with	details	of	exchange	rates	and	our	commission	
charges	or,	if	this	is	not	possible	at	the	time,	the	basis	on	which	the	
transaction	will	be	completed.	

(b)	 we	will	provide	you	with	an	indication	of	when	money	sent	overseas	by	
international	money	transfer	on	your	instructions	would	normally	be	available	
for	collection.	we	will	also	inform	you	that	the	person	receiving	the	funds	may	
have	to	pay	a	fee	to	the	overseas	bank.	

(c)	 Before	completing	any	contract	for	forward	foreign	currency	transactions	
for	a	customer,	we	will	inform	you	of	any	fees	and	risks	associated	with	the	
cancellation	of,	or	variation	to,	such	contract.	

(d)	 when	we	are	acting	on	your	behalf	to	collect	the	proceeds	of	foreign	
cheques	or	for	export	or	import	transactions,	we	will	inform	you	on	request	
of	the	likely	costs	of	the	transaction	(including	any	overseas	bank	costs,	if	
known),	the	likely	time	for	the	collection	to	be	paid	and	the	obligations	of	the	
parties	under	international	chamber	of	commerce	rules.	
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9.2	 other	Financial	Services	

(a)	 we	may	provide	or	offer	other	products	and	services	including	managed	
funds,	insurance,	Safe	custody	and	securities	trading	facilities.	we	will	advise	
you	that	there	may	be	risks	in	investing	in	or	purchasing	some	of	these	
products	or	services.	

(b)	 Some	of	these	products	and	services	may	be	supplied	by	third	parties	and	
sold	by	us	as	an	agent.	the	contract,	including	its	terms	and	conditions,	for	
such	products	or	services	may	be	between	you	and	the	third	party	supplier	
and	we	may	receive	commission	for	such	sales.	

(c)	 Before	you	purchase	such	products	and	services	(other	than	insurance),	we	
will	advise	you	(in	addition	to	any	disclosure	required	by	law)	of	the	following	
information,	so	you	can	make	an	informed	decision	as	to	which	products	or	
services	meet	your	needs:

(i)	 the	terms	and	conditions	of	the	product	or	service;

(ii)	 any	fees	and	charges	applicable	to	the	product	or	service	and	how	
they	will	be	charged;	and	

(iii)	 when	either	of	us	may	alter	or	end	the	arrangement	and	the	likely	
consequences	of	this.	

(d)	 For	insurance	products	and	services,	you	will	be	advised	of	the	following	
information	at	the	time	the	insurer	accepts	the	application	(in	addition	to	any	
disclosure	required	by	law),	so	you	can	make	an	informed	decision	as	to	
which	insurance	products	or	services	meet	your	needs:

(i)	 the	terms	and	conditions	of	the	product	or	service;

(ii)	 any	fees,	charges	and	premiums	applicable	to	the	product	or	service;

(iii)	 when	either	the	insurer	or	you	may	alter	or	end	the	arrangement	and	
the	likely	consequences	of	this;	and	

(iv)	 whether	a	free	look	period	is	offered	and	if	so,	how	long	for.	when	
a	free	look	period	is	offered,	it	shall	be	a	minimum	of	five	business	
days	for	a	single	premium	policy	and	ten	business	days	for	periodic	
premiums	or	the	minimum	required	by	law,	commencing	from	the	
later	of	confirmation	of	the	proposal	by	you	or	receipt	by	you	of	the	
policy	description	and	statement	of	policy	holder	rights.	

(e)	 on	request,	we	will	help	you	establish	your	needs	before	you	decide	on	a	
product	or	service.	
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10	 statements	and	
account	information

10.1	 Statements	and	account	information

(a)	 unless	you	request	otherwise,	at	least	every	six	months,	we	will	make	
available	to	you	records	relating	to	your	transactional	accounts.	these	will	be	
in	printed	or	electronic	form	as	agreed	with	you.	they	will	be	a	record	of	all	
transactions	since	the	previous	statement.	if	you	have	a	passbook	account,	
this	will	be	the	only	record	of	transactions	you	receive.	if	you	require	further	
records,	there	may	be	a	cost.	

(b)	 For	accounts	where	statements	are	provided,	other	than	those	described	in	
clause	10.1(e)	of	this	code,	those	statements	will	show:

(i)	 for	each	transaction	since	the	previous	statement:

•	 the	amount	of	the	transaction;

•	 the	date	the	transaction	was	paid	into	or	withdrawn	from	the	
account;

•	 the	cheque	number	of	any	cheques	paid	out	of	your	account;	
and

•	 for	Card	transactions,	Automatic	Payments,	Direct	Credits,	Direct	
Debits	and	other	payments,	reference	to	the	party	who	is	making	
or	receiving	the	payment	(if	such	information	has	been	made	
available).

(ii)	 any	fees	or	charges	relating	to	the	operation	of	the	account;	and	
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(iii)	 the	contact	details	for	making	enquiries	or	reporting	errors	in	the	
statement	as	soon	as	you	find	them.	

(c)	 we	will	inform	you	that	as	soon	as	you	receive	your	statement,	you	should	
check	all	entries	and	report	to	us	any	apparent	errors,	discrepancies	or	
transactions	you	have	not	authorised	as	soon	as	possible.	

(d)	 we	will	make	sure	that	the	electronic	funds	transfer	systems	we	use	record	
sufficient	information	on	transactions	so	they	can	be	traced,	checked	and	
verified.	

(e)	 Some	products	(for	example,	term	deposits,	loans,	superannuation,	
unit	trusts	and	life	insurance)	may	have	specific	information	reporting	
requirements,	with	which	we	will	comply.
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11	appendix	

11.1	 Glossary

this	glossary	explains	the	meaning	of	words	used	in	this	code	and	other	common	
banking	terms.	they	are	not	precise	legal	or	technical	definitions.	

Acquiring Bank 
the	bank	which	provides	card	payment	services	to	a	merchant.	

Automatic Payments 
arrangements	by	which	customers	instruct	their	banks	to	make	regular	payments	
for	a	fixed	sum	from	their	account	into	another	bank	account.	

ATMs (Automatic Teller Machines or Cash or Money Machines) 
electronic	terminals	that	allow	customers	to	use	cards	and	Pins	to	access	their	
accounts,	withdraw	cash,	make	deposits,	transfer	funds	or	access	other	services.	

Bank Cheques 
a	cheque	that	is	purchased	from,	and	drawn	on	the	account	of	a	bank.	

Bill Payments 
a	one-off	transfer	of	funds	from	the	paying	customer’s	account	to	a	pre-
established	payee’s	account,	which	is	initiated	by	the	paying	customer.	the	paying	
customer	decides	the	payment	amount	and	the	payment	date	for	each	payment	
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and	advises	the	paying	bank,	via	their	bank’s	telephone	banking	service,	internet	
Banking	service	or	other	means.	

Branches 
a	term	for	a	customer	contact	site	which	the	customer	can	physically	visit	
and	carry	out	their	general	banking	requirements.	they	may	also	be	called	
“representative	offices”,	“pods”,	“outlets”,	“customer	service	centres”,	etc.	

Card
a	general	term	for	any	card	that	can	be	used	to	pay	for	goods	and	services,	or	
to	access	atm	machines	or	other	electronic	banking	services	such	as	eFtPoS.	
examples	are:

(a)	 cash	cards	-	cards	used	to	obtain	cash	from	atms.	

(b)	 charge	cards	-	similar	to	credit	cards.	they	allow	customers	to	pay	for	
purchases	and,	in	some	cases,	to	obtain	cash	advances.	when	the	monthly	
statement	is	received,	the	balance	must	be	paid	in	full.	

(c)	 credit	cards	-	cards	that	allow	customers	to	buy	on	credit	and	to	obtain	
cash	advances.	customers	receive	monthly	statements	and	may	pay	
the	balance	in	full	or	in	part,	though	there	is	usually	a	specified	minimum	
payment.	

(d)	 debit	cards	-	cards	that	can	be	used	to	access	your	accounts	to	obtain	
cash	or	make	a	payment	at	a	point	of	sale.	customers’	accounts	are	debited	
electronically	for	these	transactions.	

(e)	 multi-Function	cards	-	cards	that	combine	more	than	one	of	these	functions.	

(f)	 Pre-paid	cards	-	cards	which	are	pre-loaded	with	funds,	and	not	linked	to	
your	accounts,	that	can	be	used	to	pay	for	goods	and	services	or	which	can	
be	accessed	via	atm	machines.

Chargebacks
the	reversal	by	the	bank	of	transactions	made	to	customers’	credit	card	
accounts	which	are	found	to	be:

(a)	 incorrect,	invalid	or	unauthorised	charges,	and	

(b)	 notified	to	the	bank	within	the	reasonable	time	limit.
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Commissions 
charges	for	providing	services;	for	example,	commission	is	charged	by	the	bank	
when	customers	buy	or	sell	foreign	exchange.	

Credit 
an	arrangement	by	which	the	bank	provides	funds	to	a	customer	in	exchange	for	a	
promise	to	repay	at	a	later	date,	along	with	any	interest	and	charges	payable.	

Credit Facilities 
these	may	take	several	forms;	for	example,	overdrafts,	loans	secured	against	a	
given	Security	or	unsecured	loans.	

Credit Reference Agencies
companies	that	hold	records	of	a	customer’s	credit	history.	

Crossed (Cheque) 
ways	of	marking	cheques	to	limit	the	ease	with	which	they	can	be	exchanged	
for	cash.	Limited	protection	will	be	given	by	parallel	lines	across	the	front	of	the	
cheque.	this	crossing	provides	only	a	very	limited	protection	if	the	cheque	is	lost	or	
stolen;	essentially	it	means	only	that	the	cheque	should	not	be	cashed	but	should	
be	paid	into	a	bank	account.	this	protection	can	be	improved	by	writing	the	
following	words	between	the	transverse	lines:

(a)	 account	payee	only;	or	

(b)	 not	transferable.	

Customers
as	used	in	this	code,	“customers”	means	all	customers	of	a	participating	bank	
other	than	wholesale	customers	(generally	referred	to	as	“you”	or	“your”	in	this	
code).	

Debt Collection Agencies
companies	whose	business	is	to	collect	debts	from	people	who	have	failed	to	
meet	any	obligation	to	pay.	

Default 
Failure	to	repay	credit	or	to	meet	other	conditions	that	were	promised	or	agreed	
to.	
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Direct Credits
arrangements	by	which	payments,	such	as	salaries,	are	directly	credited	to	
customers’	bank	accounts.	

Direct Debit Initiator
the	party	who	initiates	a	direct	debit	under	a	direct	debit	system	from	a	
customer’s	account	at	the	customer’s	bank.	

Direct Debits
arrangements	by	which	a	customer	authorises	the	bank	to	make	payments	directly	
from	their	accounts	to	a	third	party	who	has	initiated	the	arrangement.	the	amounts	
can	be	fixed	or	variable.	if	variable,	the	direct	debit	initiator	must	give	prior	notice	to	
the	customer	of	variations.	

Disclosure Statement 
disclosure	to	customers	of	financial	and	other	information	by	banks	as	required	by	
the	reserve	Bank	of	new	Zealand	act	1989.	

Dishonoured Cheques 
cheques	that	are	presented	for	payment	and	are	not	paid,	leaving	the	person	to	
whom	the	cheque	is	payable	without	the	money.	

Dispute Resolution Scheme
a	scheme	which	has	been	approved	under	the	Financial	Service	Providers	
(registration	and	dispute	resolution)	act	2008.

EFTPOS (Electronic Funds Transfer at Point of Sale) 
a	method	of	payment	by	which	customers	can	use	cards	to	pay	electronically	for	
goods	or	services	or	to	obtain	cash.	

Exchange Rates 
the	rates	at	which	your	bank	will	buy	or	sell	foreign	currency.	

Guarantees 
Legal	arrangements	by	which	someone	(the	guarantor)	promises	to	repay	the	
debts	of	a	customer	if	that	customer	defaults	in	making	repayment.	
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Inform 
as	used	in	this	code,	“inform”	refers	to	any	written	(in	electronic	or	paper	form)	or	
oral	communications	from	banks	to	customers,	whether	delivered	in	person	or	
not,	about	any	bank	products	or	services.	

Internet Banking 
means use	of	a	computer	or	device	to	connect	you	to	our	electronic	banking	
channels	via	the	internet	and	to	carry	out	a	range	of	transactions	and	obtain	
information	about	your	account.	

Joint and Several 
where	two	or	more	parties	enter	into	an	obligation	jointly	and	severally,	the	
obligation	may	be	enforced	fully	against	all	or	any	of	them.

Merchants 
any	suppliers	of	goods	or	services	who	accept	payments	by	card.	

Overdrafts 
the	withdrawal	of	funds	from	bank	accounts,	to	a	greater	total	amount	than	a	
customer’s	credit	balance,	with	or	without	prior	arrangement.	

Passwords 
a	confidential	combination	of	letters	and/or	numbers	used	by	customers	to	
establish	their	right	to	access	to	their	accounts.	

PINs (Personal Identification Numbers) 
confidential	numbers	used	by	customers	to	access	their	accounts	via	atms,	
eFtPoS	facilities,	the	internet	and	other	electronic	banking	services	such	as	
telephone	banking.

Reasonable Accommodation
means	necessary	and	appropriate	modification	and	adjustments	not	imposing	a	
disproportionate	or	undue	burden,	where	needed	in	a	particular	case,	to	ensure	to	
persons	with	disabilities	the	enjoyment	or	exercise	on	an	equal	basis	with	others	
who	use	our	services.	(this	definition	has	been	adapted	from	article	2,	draft	
convention	on	the	rights	of	Persons	with	disabilities,	eighth	session,	new	York,	
14-25	august	2006).
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Safe Custody 
a	service	offered	by	some	banks	by	which	valuable	items	such	as	house	titles,	wills	
or	share	certificates	can	be	deposited	in	a	bank	for	safe-keeping,	usually	subject	to	
a	fee.	

Security 
the	promising	of	assets	(such	as	titles	to	property,	life	policies	and	shares)	
to	banks	as	support	for	credit	Facilities	granted	to	customers.	a	mortgage	
document	is	a	common	type	of	Security,	in	which	property	is	used	as	Security	for	
a	loan.	if	the	credit	Facilities	are	not	repaid,	the	bank’s	position	is	“secured”,	which	
means	that	it	can	sell	the	assets	to	meet	the	outstanding	debts.	

Special Answers 
customer	requests	for	prompt	clearance	of	cheques,	usually	subject	to	a	fee.	

Stop Payments 
a	term	commonly	used	to	describe	the	stopping	of	a	cheque	or	some	other	types	
of	payments.	

Term Deposits (Investments) 
a	contract	between	a	customer	and	a	bank,	whereby	the	customer	lodges	a	
deposit	with	the	bank	for	a	mutually	agreed	period	of	time.	Banks	pay	a	set	rate	
of	interest	on	these	deposits.	if	the	customer	wishes	to	access	funds	before	the	
maturity	date,	there	may	be	a	fee	charged	and/or	interest	penalty	for	breaking	this	
contract.	

Third-Party Security 
Security	provided	by	a	person	who	is	not	the	borrower.	

Travellers Cheques 
Specially	printed	cheques	available	for	customers	to	purchase,	usually	for	use	
overseas,	to	obtain	cash	and	pay	for	goods	or	services.	travellers	cheques	are	
available	in	fixed	amounts	in	a	number	of	major	world	currencies.	Security	is	
maintained	by	signing	the	cheque	at	the	time	of	receipt	and	adding	a	second	
matching	signature	on	presentation	for	payment.	a	commission	is	generally	payable	
on	the	purchase	of	these	cheques.	
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Unauthorised Transactions 
items	recorded	on	an	account	that	have	been	made	without	the	customer’s	
authority.		

Wholesale Customers
wholesale	customers	has	the	same	meaning	as	“wholesale	clients”	as	defined	in	
section	5c	of	the	Financial	advisers	act	2008.

Withholding Tax (Resident (RWT) and Non-Resident (NRWT)) and 
Approved Issuer Levy 
Government	taxes	on	interest	income	that	banks	and	other	interest	payers	must	
deduct	from	interest	payments	to	residents	and	non-residents.

11.2	 Principal	Legislation	

Principal Statutes Governing Banking in New Zealand 
anti-money	Laundering	and	countering	Financing	of	terrorism	act	2009

Bills	of	exchange	act	1908	

cheques	act	1960	

companies	act	1993

consumer	Guarantees	act	1993	(does	not	apply	to	business	customers)

credit	contracts	act	1981

credit	contracts	and	consumer	Finance	act	2003	

criminal	records	(clean	Slate)	act	2004

electronic	transactions	act	2002	

Fair	trading	act	1986	

Financial	advisers	act	2008

Financial	Service	Providers	(registration	and	dispute	resolution)	act	2008

Financial	transactions	reporting	act	1996	

human	rights	act	1993	
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investment	advisers	(disclosure)	act	1996	

Lawyers	and	conveyancers	act	2006

minors’	contracts	act	1969	

new	Zealand	Bill	of	rights	act	1990	

Partnership	act	1908

Personal	Property	Securities	act	1999	

Privacy	act	1993	

Proceeds	of	crime	act	1991	

Property	Law	act	2007	

Protection	of	Personal	and	Property	rights	act	1988	

reserve	Bank	of	new	Zealand	act	1989	

Securities	act	1978	

Securities	markets	act	1988

terrorism	Suppression	act	2002

unclaimed	money	act	1971	

Statutes Providing Access for Third Parties to Customer Information 
Held by Banks 
administration	act	1969	

child	Support	act	1991	

commissions	of	inquiry	act	1908	

companies	act	1993	

criminal	Proceeds	(recovery)	act	2009

customs	and	excise	act	1996	

Fair	trading	act	1986	

Fisheries	act	1996	

Financial	transactions	reporting	act	1996	

Gaming	duties	act	1971
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Goods	and	Services	tax	act	1985	

health	and	disability	Services	(Safety)	act	2001	

housing	restructuring	and	tenancy	matters	act	1992

income	tax	act	2004	

incorporated	Societies	act	1908	

industrial	and	Provident	Societies	act	1908	

insolvency	act	1967	

Law	Practitioners	act	1982	

mutual	assistance	in	criminal	matters	act	1992	

Proceeds	of	crime	act	1991	

Privacy	act	1993

Public	Finance	act	1989	

reserve	Bank	of	new	Zealand	act	1989	

Securities	act	1978	

Serious	Fraud	office	act	1990	

Social	Security	act	1964	

Student	Loan	Scheme	act	1992	

Summary	Proceedings	act	1957	

tax	administration	act	1994	

terrorism	Suppression	act	2002
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11.3	 Participating	Banks

Members of the New Zealand Bankers’ Association
anZ	national	Bank	Limited	(operating	as	anZ	Bank	and	the	national	Bank	of	new	
Zealand)

aSB	Bank	Limited

Bank	of	new	Zealand

the	Bank	of	tokyo-mitsubishi	uFJ,	Ltd.

citibank,	n.a.

the	co-operative	Bank	Limited

the	hongkong	and	Shanghai	Banking	corporation	Limited

JPmorgan	chase	Bank,	n.a.

kiwibank	Limited

rabobank	new	Zealand	Limited

Southland	Building	Society

tSB	Bank	Limited

westpac	new	Zealand	Limited

Some subsidiaries and related companies of the above member banks are 
excluded from coverage under this Code. You may obtain a full list of such 
subsidiaries from the Office of the Banking Ombudsman.

http://www.asb.co.nz
http://www.bnz.co.nz
http://www.citigroup.com
http://www.hsbc.co.nz
http://www.kiwibank.co.nz
http://www.tsb.co.nz
http://www.westpac.co.nz


47new zealand bankers association

index

A
access to services 12

accounts see also cards	
closure	of	11	
identification	requirements	10  
moving	11	
new	products	or	services	11 
opening	10	
rights	and	obligations	10 
statements	35	
suspension	of	11

acquiring bank	
consent	to	change	27 
definition	of	37

advertising material 7, 9, 11

approved issuer levy 9, 43

ATMs	
access	to	12 
definition	of	37

automatic payments  
access	to	12 
definition	of	37

B
bank cheques	

definition	of	37	
terms	and	conditions	15

bank communications 8
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bank	cheques	15 
clearance	14 
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debt collection 18
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direct debit initiator, definition of 40

direct debits 
access	to	12 
definition	of	40
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bank	information	9 
customer	credit	information	18  
customer	information	8, 44 
Pins	and	passwords	22

disclosure statement 9, 40

dispute resolution scheme 5,40
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E
EFTPOS  

access	to	12  
definition	of	40

elderly customers 5

electronic card transactions 
access	to	12

exchange rates 
definition	of	40 
provision	of	information	33

F
fees and charges  

account	9 
bank	cheques	15  
cheques	14 
commissions,	definition	of	39  
credit	facilities	17 
disclosure	of	9 
foreign	exchange	services	33  
notice	of	variation	8 
payment	services	12

foreign exchange services 33

forward foreign currency transactions 33

fund transfers 12

G
glossary of terms 37-43

government charges 9 

guarantees, definition of 40 

guarantors 19

I
identification requirements 

issue	of	cards	23 

opening	an	account	10  
purpose	of	7

incorporated society account, suspension 
of 11

independent advisers, co-operation with 5

inform, definition of 41

insurance services 34

interest rate changes, notice of 8 

international money transfers 33

internet banking  
access	to	12, 28  
definition	of	41 
liability	for	losses	28, 31 
provision	of	information	28-31  
security	28-31 
transaction	limits	29

investment services 34

J
joint account, withdrawal from or stopping 12

joint and several liability, definition of 41

joint credit facilities 18

L
legal charges 9

legislation 
authorising	disclosure	of	customer	
information	7, 44 
banking	43

liability 
cards,	Pins		or	passwords	25 
joint	account	12 
joint	credit	facilities	18 

loans see credit facilities 

lost cards 



50 code of banking Practice  |  fifth edition  |  2012

liability	for	25 
reporting	24

lost chequebook, reporting 14

M
managed funds 34

marketing material 7, 9, 11 

merchant card services 26 

merchants, definition of 41

mobile application	12, 32

multi-function cards, definition of 38

N
New Zealand Bankers’ Association 

contact	details	4  
members	46

non-resident withholding tax 9, 43

O
overdrafts, definition of 41

overseas bank charges 9

P
passwords  

definition	of	41  
issue	of	21 
liability	for	disclosure	25 
reporting	loss,	theft	or	unauthorised	use	24  
security	21 
suitability	of	21

payment services  
clearance	of	funds	13  
errors	13 
fees	and	charges	12  
terms	and	conditions	12  

variation	of	13

personal information  see customer 
information

PINs 
definition	of	41  
issue	of	21 
liability	for	disclosure	25 
reporting	loss,	theft	or	unauthorised	use	24  
security	21 
suitability	of	21

prepaid cards, definition of 38

Privacy Act 1993, compliance with 7

products and services  see also terms and 
conditions 
access	to	12  
complaints	5 
insurance	services	34  
introduction	of	11  
investment	services	34  
payment	services	12  
withdrawal	of	11

promotional material 7, 9, 11

R
reasonable accommodation 5, 41

reporting loss, theft or unauthorised use of 
card, PIN or password 24

reporting lost chequebook 14

resident withholding tax 9, 43

S
safe custody  

access	to	34  
definition	of	42

same-day cleared payments 12 

securities trading facilities 34 
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security 
cards	23 
cheques	14  
commitment	to	4, 28 
Pins		and	passwords	21

security for debt  
definition	of	42  
providers	of	19 
third-party	security,	definition	of	42 
smart	phone	32

special answers 15, 42

statements 35

statutes 
authorising	disclosure	of	customer	
information	7, 44 
banking	43

stop payments, definition of 43

T
taxation 

definition	of	43  
deposits	9

telephone banking 12

telephone communications, recording of 8

term deposits, definition of 42

terms and conditions  
bank	cheques	15  
cards	23 
credit	facilities	17  
deposit	interest	rate	9  
disclosure	of	9 
liabilities	re	cards,	Pins		or	passwords	25  
merchant	card	services	26 
notice	of	variation	8  
payment	services	12

third parties 
charges	from	9  

internet	banking	30 
Pin	and	password	security	22 
statutes	providing	access	to	customer	
information	7, 44

third-party security, definition of 42

transaction limits 23, 29

travellers cheques, definition of 42

U
unauthorised transactions, definition of 43

W
website, communications via 8, 11

wholesale customers, definition of 43
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